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E muito importante que a empresa tenha o Compliance Digital, cuja funcdo essencial é a anélise
de riscos e a adocdo de medidas preventivas para adequacdo da empresa as regras aplicdveis as
tecnologias da informacao.

A palavra Compliance de origem inglesa (to comply) significa agir de acordo com uma regra, ou
seja, "estar em Compliance" é estar em conformidade com leis e regulamentos internos e externos,
por meio de esforcos sistematicos que visam prevenir, detectar e responder a possiveis problemas
de desvio entre as normas estabelecidas e a pratica da empresa.

Nesse sentido, Compliance é um conjunto de regras internas que regulam as mais diversas
atividades da empresa para que ela esteja em consonancia com as normas vigentes e aplicaveis
aquelas atividades por ela desenvolvidas.

Ao "estar em Compliance" com as boas praticas e padrdes existentes, isto é, coibindo
comportamentos futuros inadequados que podem macular a sua reputacao, a empresa se fortalece
e recebe o reconhecimento do mercado. Além da vantagem competitiva, a empresa recebe outros
beneficios como: desconto em linhas de crédito; valorizacao da organizacao; melhor retorno dos
investimentos, entre outros.

Dentro do cenério mundial de combate a corrupcao, é uma necessidade atual de toda empresa (i)
zelar pela imagem limpa e desvinculada de atitudes ilicitas pautando-se por elevados padrdes
éticos e morais; (ii) manter as informacdes seguras; (iii) mostrar, e comprovar, para o mercado que
"estd em Compliance".

Isto porque, todos os agentes da sociedade, cada vez mais, ddo preferéncia a se relacionar com
empresas éticas. Além disso, também é muito importante que a empresa tenha o Compliance
Digital, cuja funcao essencial é a andlise de riscos e a adocdo de medidas preventivas para
adequacao da empresa as regras aplicaveis as tecnologias da informacao.

Inclusive, depois da onda de ataques cibernéticos ocorrida em escala mundial no final de 2017, que
atingiu empresas do setor privado e 6rgaos governamentais em pelo menos 74 paises, incluindo o
Brasil, a importancia das praticas de Compliance Digital, nas esferas publica e privada, para a
protecdo de dados ganhou maior relevo, pois o referido ataque cibernético alertou o mercado para
a insuficiéncia de cuidados relativos a seguranca das informacdes.

Como se vé, a falta do Compliance Digital pode representar impedimento a operacdo da empresa e,
até mesmo, um risco a sua saude financeira.

Destarte, imprescindivel estar sob a ética do Compliance Digital, o monitoramento e o controle (i)
das ferramentas de comunicacao e (ii) dos dados corporativos, que podem estar armazenados em
qualquer lugar: no servidor da companhia, no smartphone ou em uma plataforma qualquer de
computacao em nuvem, bem como (iii) das situacdes em que os dados podem ser facilmente
perdidos e ocasionarem um grande problema para a empresa.

Nesse sentido, destacam-se algumas medidas importantes dentro de um programa de Compliance
Digital, tais como: (i) a realizacao de auditoria prévia para identificar as tecnologias presentes no
cotidiano da empresa que necessitam de maior atencao; (ii) verificacao da proporcao entre as
licencas de uso contratadas e a quantidade de usudrios habilitados; (iii) a adequacao das politicas
de privacidade e termos de uso dos canais web disponibilizados pela empresa as legislacbes
especificas, tais como o Marco Civil da Internet, Cédigo de Defesa do Consumidor, entre outras; (iv)
a implementacao de politicas internas de gestdo dos recursos de tecnologia da informacdo. Por
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meio desses instrumentos a empresa podera exigir a aplicacdo adequada de seus recursos
tecnoldgicos e coibir abusos ou desvios que possam comprometer a atividade empresarial e a sua
imagem.

A instauracdo de politicas de Compliance Digital contribui para um ambiente empresarial mais
seguro e eficiente, bem como para a construcao de relacdes transparentes com fornecedores e
clientes. Além disso, viabiliza a responsabilizacdo subsidiaria dos agentes responsaveis por
eventuais ilicitudes na utilizacao do parque tecnoldgico da empresa.

No entanto, é importante destacar que a implementacao do Compliance Digital por si sé, nao é
suficiente a protecao da empresa, sendo necessaria, ainda, a revisdo constante das politicas de
controle e andlises de riscos por meio de uma fiscalizacdo eficiente.

Contudo, é inegavel que a sua implementacdo demonstra que a empresa trata com seriedade a
protecdo privada dos dados dos seus clientes, atua no combate a corrupcao e estd adotando
padrdes éticos e morais perante a sociedade e a justica.

(*) Karollyne Uggeri é advogada do escritério Nelson Wilians & Advogados Associados,
especialista em Direito Corporativo (IBMEC/R]).

Fonte: Migalhas, em 01.03.2018.
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